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*  Proper configuration of all passwords and other security settings is the responsibility of the installer and/or end-user.

* Inthe use of the product, you must be in strict compliance with the electrical safety regulations of the nation and region. Refer to technical specifications for detailed information.

* Input voltage should meet both the SELV (Safety Extra Low Voltage) and the Limited Power Source with 24 VAC or 12 VDC according to the IEC60950-1 standard. Refer to
technical specifications for detailed information.

* Do not connect several devices to one power adapter as adapter overload may cause over-heating or a fire hazard.

*  Make sure that the plug is firmly connected to the power socket. When the product is mounted on wall or ceiling, the device shall be firmly fixed.

«  If smoke, odor, or noise rise from the device, turn off the power at once and unplug the power cable, and then contact the service center.

A

Make sure the power supply voltage is correct before using the device.

Do not drop the device or subject it to physical shock.

If cleaning is necessary, use clean cloth with a bit of ethanol and wipe it gently. If the device will not be used for an extended period, protect it from dirt.

Do not place the device in extremely hot, cold, dusty, or damp locations, and do not expose it to high electromagnetic radiation. Do not operate product in outside of its stated

environmental specs.

To avoid heat accumulation, good ventilation is required for the operating environment.

Keep the device away from liquids while in use.

While in delivery, the device shall be packed in its original packing, or packing of the same durability.

Regular part replacement: some equipment parts (e.g., electrolytic capacitor) shall be replaced regularly according to their average endurance time. The average time varies

because of differences between operating environments and usage history, so regular checking is recommended for all users. Contact your dealer for more details.

* Improper use or replacement of the battery may result in hazard of explosion. Replace with the same or equivalent type only. Dispose of used batteries according to the
instructions provided by the battery manufacturer.

I the product does not work properly, contact your dealer or the nearest service center. Never attempt to disassemble the device yourself. (We shall not assume any

responsibility for problems caused by unauthorized repair or maintenance.)

WARNINGS: Follow these safeguards to prevent serious injury or death; serious injury or death may occur if any of the warnings are neglected.

CAUTIONS: Follow these precautions to prevent potential injury or material damage, injury or equijpment damage may occur if any of the cautions are neglectead.




B WHAT’S IN THE BOX

DS-2CD6W32FWD-IVSD Camera Cover Corner Mount Bracket 4 x Wall Screws/Anchors ~ Cable Seal Kit  Quick Start CD
(attached) (attached) 3 x Security Screws Guide
Security Screw Tool

1 OVERVIEW

Disassembly of Camera
Table 1-1 Description of Overview

1 | Memory Card Slot 4 | Network Interface 7 | RS-485 Interface
2 | Reset Button 5| 12 VDC Power Interface 8 | Audio Out
3 | CameralLens 6 | Alarm Interfaces 9| Audion




2 DISASSEMBLING THE CAMERA

1. Loosen the lock screw on the camera cover.

2. Remove the camera cover to show the oval dismountable sheet.

Cover
Camera
Mount g
U
Oval Sheet
Take Apart the Camera, Cover, and Mount Move the Oval Sheet Aside

3. Loosen the two screws on the dismountable part.
4. Set the oval sheet aside to expose the reset button and the microSD card slot.

NOTE: Press Reset for 10s while the camera is powering on or rebooting to restore the
default settings, including user name, password, IP address, port no., etc.

5. Insert a microSD card and replace the oval sheet.

3 BEFORE STARTING INSTALLATION

+ Make sure the device in the package is in good condition and all the assembly parts are included.

+ The standard power supply is 12 VDC. Make sure your power supply matches your camera.

+ Make sure all the related equipment is powered off during the installation.

+ Check the product specifications for the installation environment.

+ Make sure that the wall can withstand at least four times the weight of the camera and the bracket.
+ Prepare the following tools:

Different Sized Electric Drills



4 INSTALLATION

o Corner Mounting
Before You Start:

Make sure there are three mutual perpendicular surfaces and the desired mounting position is
proper for corner mounting. See figure below.

Comer Mounting Position
1. Install the bracket in the comner.
1).  Place the bracket in the corner, making sure the UP-marked side meets the ceiling.

2).  Mark the four screw holes with pencil on the wall, and pick a spot to route the cables and
mark it as the cable hole. See figure below.

Divide Drill Template
3).  Drill four screw holes and the cable hole in the wall.

4).  Mount the bracket in the corner with the supplied screws.
2. Route the cables through the cable hole and connect.



4 INSTALLATION (continued)

3. Make sure the UP-marked side is closest to the ceiling, and then attach the camera to the
bracket with the three M4 security screws.

UP Mark

Lock Screw Lock Screw

Lock Screw

Mount the Camera to the Bracket Secure the Camera Cover
4. Re-attach the cover to the camera with the security screws.

5 CONNECTING NETWORK CAMERA TO THE LAN

NOTE: You shall acknowledge that the use of the product with Internet access might be
under network security risks. For avoidance of any network attacks and
information leakage, please strengthen your own protection. If the product does
not work properly, contact your dealer or the nearest service center.

e Wiring
Connect the camera to the network according to the following figures:
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Network Camera Computer

Connecting via a Switch or a Router



6 ACTIVATING THE CAMERA

You must activate the camera by setting a strong password for it before you can use it.

Activation via Web browser, via SADP, and via client software are all supported. We will take activation
via SADP software and activation via a Web browser as examples to introduce the camera activation.
Refer to the network camera user manual for activation via client software.

e Activation via Web Browser
1. Power on the camera.
2. Connect the camera to your computer or the switch/router that your computer connects to.
3. Input the IP address into the address bar of the Web browser.
4. Press Enter to enter the activation interface.
NOTES:  The default IP address of the camera is 192.168.1.64.
The computer and the camera should be on the same subnet.

For cameras that enable DHCP by default, you must use the SADP software to
search for the IP address.

User Name admin

Password ssssscse []
Strong

Confirm 88000468

Activation Interface (Web)
5. Create a password and input the password into the password field.

STRONG PASSWORD RECOMMENDED - We highly recommend that you
create a strong password of your own choosing (using a minimum of eight
characters, including upper case letters, lower case letters, numbers, and special
characters) in order to increase the security of your product. We also recommend
that you reset your password regularly. Especially in high security systems,
resetting the password monthly or weekly can better protect your product.

6. Confirm the password.
7. Click OK to save the password and enter the live view interface.
o Activation via SADP (Search Active Device Protocol) Software
Use the SADP software to detect online devices, activate cameras, and reset passwords.

The SADP software is on the supplied disk or Hikvision Web site (www.hikvision.com). Install it
according to the prompts. Follow the camera activation steps (see camera user manual for two other
activation methods).



6 ACTIVATING THE CAMERA (continued)

1. Run the SADP software to search for online devices.
2. Check the device status from the device list, and select the inactive device.

@ swop

| Secuiy | 1P address | Port | Scfoare erson. | [Pvd Gateway._| HITP ort | Device Sersl N

Inactive

Selectinactive device:™ ~

Input and confirm
password.

SADP Interface

NOTE: The SADP software supports activating the camera in batch. Refer to the SADP
software user manual for details.

3. Create and input a password in the password field, and confirm the password.

STRONG PASSWORD RECOMMENDED - We highly recommend that you
create a strong password of your own choosing (using a minimum of eight
characters, including upper case letters, lower case letters, numbers, and special
characters) in order to increase the security of your product. We also recommend
that you reset your password regularly. Especially in high security systems,
resetting the password monthly or weekly can better protect your product.

4. Click Activate to start activation.

You can check whether the activation is complete on the pop-up window. If activation failed, make
sure that the password meets the requirement and try again.

¢ Modifying the IP Address

To view and configure the camera via a LAN (Local Area Network), connect the network camera to
the same subnet as your PC.

Use the SADP software or client software to search and change the device IP address. We take
modifying the IP Address via SADP software as an example to introduce IP address modification.

For IP address modification via client software, see the client software user manual.
1. Run the SADP software.
2. Select an active device.

3. Change the device IP address to the same subnet as your computer by modifying the IP
address manually or checking the Enable DHCP checkbox.



6 ACTIVATING THE CAMERA (continued)

I Modify Network Parameters

[J Enable DHCP

Device Serial No.: |xx—mxxm—m00000000000000t |

IP Address:

192.168.1.64]

Port: | g2000

Subnet Mask: |255,255,255‘0

Gateway: | 192.168.1.1

IPv6 Address: |-

IPvG Gateway: | "

1Pv6 Prefix Length: |0

HTTP Port:

80

Security Verification

Admin Password:

Forgot Password

Modiify the IP Address
4. Input the admin password and click Modify to activate the IP address modification.
The batch IP address modification is supported by SADP. See the SADP user manual for details.

7 ACCESSING VIA WEB BROWSER

System Requirements:

Operating System: Microsoft Windows XP SP1 and above
CPU: 2.0 GHz or higher

RAM: 1 GB or more

Display: 1024 x 768 resolution or higher

Web Browser: Intemnet Explorer 8.0 and above, Apple Safari 5.0.2 and above, Mozilla Firefox 5.0 and
above, and Google Chrome 18 and above.

1. Open the Web browser.

2. Inthe browser address bar, input the IP address of the network camera and press the Enter key to
enter the login interface.



7 ACCESSING VIA WEB BROWSER (continued)

NOTE: The default IP address is 192.168.1.64. It is recommended to change the IP
address to the same subnet as your computer.

3. Input the user name and password.

1). The admin user should configure the device accounts and user/operator permissions properly.
Delete unnecessary accounts and user/operator permissions.

NOTE: The device IP address locks if the admin user performs seven failed password
attempts (five attempts for a user/operator).

4. Click Login.

admn
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Login Interface

5. Install the plug-in before viewing the live video and managing the camera. Follow the installation
prompts to install the plug-in.

NOTE: You may have to close the Web browser to finish the plug-in installation.

Please click here to download and install the plug-in. Close the browser when installing the plug-in.

Download Plug-in
6. Re-open the Web browser after installing the plug-in.
7. Repeat steps 2 to 4 to log in.
NOTE: For detailed configuration instructions, see the network camera user manual.
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